УТВЕРЖДЕНЫ

приказом ГКУ НСО ЦСПН Убинского района

от «07» апреля 2025 г. № 8

**Правила**

**работы с обезличенными** **данными**

1. В соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» обрабатываемые персональные данные подлежат обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей.
2. Директор ГКУ НСО ЦСПН Убинского района принимает решение о необходимости обезличивания персональных данных.
3. Специалисты, непосредственно осуществляющие обработку персональных данных, готовят предложения по обезличиванию персональных данных, включающие обоснование такой необходимости и способы обезличивания.
4. Специалисты, обслуживающие базы данных с персональными данными, совместно с ответственным за организацию обработки персональных данных, осуществляют непосредственное обезличивание выбранным способом.
5. В ГКУ НСО ЦСПН Убинского района применяются следующие способы обезличивания:
6. метод введения идентификаторов – замена части сведений (значений персональных данных) идентификаторами с созданием таблицы (справочника) соответствия идентификаторов исходным данным;
7. метод изменения состава или семантики – изменение состава или семантики персональных данных путем замены результатами статистической обработки, преобразования, обобщения или удаления части сведений;
8. метод декомпозиции – разделение множества (массива) персональных данных на несколько подмножеств (частей) с последующим раздельным хранением подмножеств;
9. метод перемешивания – перестановка отдельных значений или групп значений атрибутов персональных данных в массиве персональных данных.
10. Выбор и применение конкретного метода осуществляется в соответствии с Методическими рекомендациями по применению приказа Роскомнадзора от 05.09.2013 № 996 «Об утверждении требований и методов по обезличиванию персональных данных».
11. Обезличивание персональных данных осуществляют сотрудники, ответственные за проведение мероприятий по обезличиванию обрабатываемых персональных данных.
12. Обезличенные персональные данные не подлежат разглашению.
13. Обезличенные персональные данные могут обрабатываться с использованием и без использования средств автоматизации.
14. При обработке обезличенных персональных данных с использованием средств автоматизации необходимо соблюдение:
15. парольной политики;
16. антивирусной политики;
17. правил работы со съемными носителями (если они используются);
18. правил резервного копирования;
19. правил доступа в помещения, где расположены элементы информационных систем.
20. При обработке обезличенных персональных данных без использования средств автоматизации необходимо соблюдение:
21. правил хранения бумажных носителей;
22. правил доступа к обезличенным персональным данным и в помещения, где они хранятся.