Позаботьтесь о безопасности своего аккаунта на Госуслугах

Госуслуги надежно защищены. Мошенник может получить доступ к аккаунту только в том случае, если пользователь сам сообщит нужные данные. Для этого злоумышленники могут использовать поддельные сайты или запросить код при звонке. Схемы обмана бывают разные. Например, якобы нужно продлить договор с оператором мобильной связи.

 Никому не сообщайте данные для входа на портал Госуслуг. Никогда и ни при каких обстоятельствах не передавайте коды из смс, что бы вам ни говорили и как бы убедительно ни звучали аргументы.

С помощью чек-листа проверьте, все ли меры защиты информации были приняты для защиты аккаунта. Скачайте и пришлите чек-лист близким или расскажите им о том, как обезопасить свои данные: : [clck.ru/3CPdYG](https://vk.com/away.php?to=http%3A%2F%2Fclck.ru%2F3CPdYG&post=-216958564_551&cc_key=)

 Проверить настройки безопасности: [vk.cc/crmqsQ](https://vk.com/away.php?to=https%3A%2F%2Flk.gosuslugi.ru%2Fsettings%2Fsafety%2Flogin&post=-216958564_551&cc_key=crmqsQ)
 Следить за действиями на портале: [vk.cc/cz7zUr](https://vk.com/away.php?to=https%3A%2F%2Flk.gosuslugi.ru%2Fsettings%2Fsafety%2Fevents&post=-216958564_551&cc_key=cz7zUr)
 Контролировать согласия на запросы данных: [vk.cc/cwg3Tr](https://vk.com/away.php?to=https%3A%2F%2Flk.gosuslugi.ru%2Fsettings%2Fthird-party%2Fagreements%2Facting&post=-216958564_551&cc_key=cwg3Tr)
 Скачать официальное приложение: [vk.cc/5EXJcJ](https://vk.com/away.php?to=https%3A%2F%2Fwww.gosuslugi.ru%2Fhelp%2Fmobile&post=-216958564_551&cc_key=5EXJcJ)

Больше важного о безопасности
 Как распознать мошенников
 Как определить, что письмо пришло от Госуслуг
 Как защитить свои данные в интернете

Госуслуги

